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Intellectual Properties, Trademarks and Copyrights  
 

ExamREVIEW.NET (a.k.a. ExamREVIEW) is an independent content developer 
not associated/affiliated with the certification vendor(s) mentioned throughout this 
book. The name(s), title(s) and award(s) of the certification exam(s) mentioned in 
this book are the trademark(s) of the respective certification vendor(s). We mention 
these name(s) and/or the relevant terminologies only for describing the relevant 
exam process(es) and knowledge. 

 

ExamREVIEW(TM) and ExamFOCUS(TM) are our own trademarks for 
publishing and marketing self-developed examprep books worldwide. The 
EXAMREVIEW.NET web site has been created on the Internet since January 
2001. The EXAMFOCUS.NET division has its web presence established since 
2009.  

 

 

 

Contents of this book are fully copyrighted. We develop study material entirely 
on our own. Braindump is strictly prohibited. We provide essential knowledge 
contents, NOT any generalized "study system" kind of "pick-the-right-answer-
every time" techniques or "visit this link" referrals. 

We are NOT affiliated with IFPO. This book is also NOT endorsed by 
IFPO. The CPO certification exam is the property of IFPO. 

Copyright 2012, 13. ExamREVIEW.NET. All rights reserved. 
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Contents Update  
 

All books come with LIFE TIME FREE UPDATES. When you find a newer 
version of the purchased book all you need to do is to go and download. Please 
check our web site’s Free Updates section regularly: 

http://www.examreview.net/free_updates.htm 
 
 

Page Formatting and Typeface  
 

To accommodate the needs of those with weaker vision, we use LARGER PRINT 
throughout the book whenever practical. The text in this book was created using 
Garamond (size 16). A little bit of page resizing, however, may have happened 
along the actual book printing process.     
 

 

The exam covered in this book 
 

The Certified Protection Officer CPO program was created by the IFPO to 
provide "current, useful, consolidated security training that provides vital 'need to 
know' information for Protection Officers throughout the Security Industry." 

 

The Final Challenge is an option which, for US$100.00, would allow you to receive 
the same designation as an individual who completed the CPO program under the 
regular course of study. The CPO Final Challenge option would reduce the time of 
study required since the only required examination involved in this program would 
be that of the CPO Final Examination. 
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The CPO Program Final Examination consists of a large number of true/false and 
multiple choice questions, with a specified time limit to be enforced by the exam 
proctor. It has a coverage which is highly extensive - in fact so extensive that I 
wouldn't recommend taking the exam until you are fully drilled on the relevant 
topics. 

 

Many CPO candidates are experienced professional who have been in the field of 
security for years, that they know most of the practical how-tos, and all they need is 
to learn the principles, concepts and science that are behind the essential security 
techniques. Going through all the reference material officially listed would be quite 
overwhelming for these busy professionals.     

 

Our book builds a solid focus while revisiting key examination topics. Whether you 
are just starting to study, cramming at the last minute, or simply looking to refresh, 
this could prove to be a lifesaver!  
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