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Intellectual Properties, Trademarks and Copyrights  
 

ExamREVIEW.NET (a.k.a. ExamREVIEW) is an independent content developer 
not associated/affiliated with the certification vendor(s) mentioned throughout this 
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Contents Update  

  

All books come with LIFE TIME FREE UPDATES. When you find a newer 
version of the purchased book all you need to do is to go and download. Please 
check our web site’s Free Updates section regularly: 

http://www.examreview.net/free_updates.htm 
 
 

Page Formatting and Typeface  
 

To accommodate the needs of those with weaker vision, we use LARGER PRINT 
throughout the book whenever practical. The text in this book was created using 
Garamond (size 16). A little bit of page resizing, however, may have happened 
along the actual book printing process.     
 

 

Exam topics covered in this book 
 

According to the IAPP, candidates seeking their IAPP privacy certification must 
pass the MC based Certification Foundation exam which covers elementary 
concepts of privacy and data protection from a global perspective. The major exam 
components are: 

 
I. Introduction to Privacy: Common Principles and Approaches 
II. Information Security: Protecting and Safeguarding Personal Information 
III. Online Privacy: Using Personal Information on Websites and with Other 
Internet-related Technologies 
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After this exam the next step is to take the CIPP/US exam which has a lot of legal 
topics. Simply put, to earn the CIPP designation you need to pass both exams. It is 
our opinion that you need to possess both technical knowledge and legal 
knowledge in order to succeed.  
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