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After this exam the next step is to take the CIPP/US exam or the CIPP/C exam
which have a lot of legal topics. It is our opinion that you need to possess both
technical knowledge and legal knowledge in order to succeed.
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